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1. Introduction to the Data Act

2. Who is a data holder?

3. Direct vs. indirect access to data

4. Application of the “soft” design 

obligation under Article 3(1)

5. Multiple users and identification of 

legitimate user

6. Next steps 

7. State-of-play of the Model 

Contractual Terms
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Structure of presentation



European Strategy for Data (February 2020)

Enabling legislation
Unlocking a wealth of industrial 

data in Europe, creating a solid 

and fair data-driven economy

Deployment of data spaces
Support and establish EU-wide common 

and interoperable data spaces for voluntary 

data sharing in strategic sectors

Mobilize funding 
Strengthen Europe’s data 

infrastructure and technologies

Open and 

competitive 

EU data 

economy

.
.
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• Potential of data, particularly industrial data, is 

not fully realised

• Lack of clarity as to who can create value from 

what data, under which conditions

• Risk of fragmentation in the EU market, which 

leads to higher compliance costs
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Why a Data Act?
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Balance the interests of those who invest in data 

technologies with those who contribute to data generation

Setting the right balance

Data access Data creation



Data Act (fairness in data access and use)

Entry into application 12 September 2025

Better access to IoT data

Rules for IoT data also frame data 
sharing in other sectors

Tackle contractual unfairness 
in B2B data sharing

Make business data available 
for the common good (B2G)

Easier switching between 
cloud services

Facilitate data flows through standards and 
interoperability, in particular for data spaces 
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Who is a data holder?

Individual or company that 

owns, rents or leases the 

connected product or that 

receives a related service

Data holder
Third party

Typically, the manufacturer or 

the related service provider. It 

must have an agreement on 

data access/use with user
Receives data from the user or 

the data holder to provide a 

related service, an aftermarket 

service, or other

User 

88



99

Blue circles = data 

holders, i.e. those 

who control access 

to the data

Red lines = legal 

relationship

An example of role distribution
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Access: direct, indirect or hybrid

E.g.: a web portal where the user can submit a request to access data.

Indirect access: the connected product or related service is designed in

such a way that the user is required to ask the data holder for access (i.e.

an approval process).

Direct access: the user has the technical means to access, stream or

download the data in question without having to request the data holder

to do so.

E.g.: a connected product has a digital interface where the user has control over

the access mechanism, controlling the interface and workflows, and where the

user can directly extract data from the connected product.

Not all data are created equally –

hybrid access solutions are possible, 

as long as data are made available.
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“Soft” design obligation in Article 3(1)



• Multiple data-sharing arrangements and 

mechanisms can be established to accommodate 

diverse user scenarios (Recital 21).

• Importance of the transparency obligation in 

Article 3(2) and (3).

• The user must always know who to turn to in order to 

access their data, as well as modalities to access and 

user generated data.
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Multiple users for a single connected product
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How to identify a legitimate user

• Data holders have the flexibility to establish their own process for identifying users, while 

adhering to Articles 4(4) and (5). Some factors to consider:

Type of product
Type of user 

(consumer vs. 
industrial)

Number of users 
(e.g. elevator 

owner vs. multiple 
users in car rental)

Frequency of data 
access requests

Ownership 
verification 

mechanisms (e.g. 
car registration)

Cost and ease of 
setting up user 

accounts

• Solutions like the EU Digital Identity Wallet could be useful.

Someone who owns

a connected product 

or to whom temporary 

rights to use the 

connected product 

have been transferred
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Data Act timeline

Publication in the 

Official Journal

22 Dec 2023

20 months

12 Sep 2025

20 days

11 Jan 2024

32 months

12 Sep 2026

Entry into force Entry into application
Manufacturers’ “soft” 

design obligation

No more cloud 

switching charges

36 months

12 Jan 2027

Today



Each Member State designates one or more competent 

authorities to carry out the function of application and 

enforcement

• ‘Data coordinators’ now act as the single point of contact 

• Can be already existing bodies or structures

• DPA’s competences over data protection are respected

• Sectoral authorities’ competences respected

Enforcement
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Tentative timeline for MCTs and SCCs
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• There  are new obligations, but also opens 

many opportunities  

• Overall balance between making data available 

for innovation and protecting the legitimate 

interests of companies was kept

• All elements of European Data Strategy are in 

place: focus is now on implementation

Conclusions
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Thank you!
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